**空军军医大学校园网（互联网）计算存储资源申请表**

|  |  |  |  |
| --- | --- | --- | --- |
| 申请单位 |  | 所属处办 |  |
| 负责领导 |  | 职务 |  | 电子邮箱 |  |
| 办公电话 |  | 移动电话 |  |
| 计算存储资源管理员 |  | 职务 |  | 电子邮箱 |  |
| 办公电话 |  | 移动电话 |  |
| 系统需求 | CPU |  | 内存 |  |
| 硬盘 |  | 操作系统 |  |
| 用途 |  |
| 计算存储资源申请要求1、认真阅读安全保密责任书（见背面）并严格执行。2、负责领导必须由本单位主官或分管领导担任，计算存储资源管理员必须由本单位军人、非现役文职或职工等正式工作人员担任。3、建设单位必须制订全面的计算存储资源管理办法，认真履行管理义务，妥善保管帐号，每周至少对计算存储资源进行一次安全检查，及时对系统和软件漏洞进行修正升级。4、计算存储资源和应用系统开通前必须进行严格的安全测试，向学校信息技术室提供《计算存储资源申请表》和应用系统的相关资料。人员变动或变更服务应及时通知信息技术室进行备案。5、因计算存储资源和安装的应用系统管理不善导致的一切后果由申请单位承担全部责任。6、因计算存储资源和安装的应用系统安全问题、各种故障影响其它网站或网络系统正常运行时，学校信息技术室有权暂时关闭该计算存储资源。7、由于网络运营商、设备故障等不可抗拒因素引起的计算存储资源无法正常访问或数据丢失，学校信息技术室不承担任何责任。8、此表一式三份，学校信息技术室、申请单位和所属处办各执一份。 负责领导签字： 年 月 日 |
| 所属处办领导意见 签 字： （盖章） 年 月 日 |
| 学校信息技术室意见签 字：  年 月 日 | 学校保密办公室意见 签 字： （盖章） 年 月 日 |
| 以下由学校信息技术室填写 |
| 计算存储资源IP地址 |  | 经办人 |  |
| 受理日期 |  年 月 日 | 开通日期 |  年 月 日 |
| 备 注 |  |

学校信息技术室地址：科技楼四楼 联系电话：776640 请使用A4纸双面打印 此表从2019年7月起使用

**空军军医大学校园网（互联网）计算存储资源安全保密责任书**

一、严格遵守国家、军队和学校有关网络管理和信息安全保密法规制度。

二、不在申请计算存储资源上存储、传播有损国家、军队、学校声誉及有伤风化的信息，不利用计算存储资源从事非法盈利活动。

三、严禁通过申请计算存储资源存储和传播涉密信息。

四、严禁未经审批变更计算存储资源提供的应用服务功能。

五、自觉做好申请计算存储资源安全管理工作，安装防病毒软件和防火墙，及时升级病毒库、操作系统补丁，及时修复应用系统存在的漏洞。

六、严禁通过申请计算存储资源存储、传播计算机病毒和其它恶意程序，严禁对其他系统进行探测、扫描。

七、结合本单位实际情况，制定申请计算存储资源和应用系统的日常维护、数据备份、安全检查和应急预案等各项管理制度，并严格执行。

八、做到专人管理，严禁随意将管理帐号透露他人或让不相关的人员进行操作。

九、计算存储资源和应用系统改建、停用，负责领导、管理员发生变动，应及时在学校信息技术室重新进行备案。

十、自觉接受学校信息安全保密检查，因管理不善造成的一切后果由申请单位承担全部责任。

十一、单位领导应教育、督促所属人员认真贯彻落实信息安全保密法规制度，确保不发生信息安全事件。

十二、对违反上述规定者，一经查实，由学校保密委员会对计算存储资源申请单位给予警告和通报批评；对发生失泄密事件的，依据《中国人民解放军纪律条令》和有关法律法规，对计算存储资源主管领导和直接责任人给予处分；构成犯罪的，移交司法机关依法追究其刑事责任。